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1. LEGAL CONDITIONS OF ISSUANCE 
This part describes the legal representations, warranties and limitations associated with CYBER_FOLKS 

S.A. digital certificates. 

 

1.1. CYBER_FOLKS S.A. REPRESENTATIONS 
CYBER_FOLKS S.A. makes to all subscribers and relying parties certain representations regarding its 

public service, as described below. CYBER_FOLKS S.A. reserves its right to modify such representations 

as it sees fit or required by law. 

 

1.2. INFORMATION INCORPORATED BY REFERENCE IN CYBER_FOLKS S.A. 

DIGITAL CERTIFICATE 
CYBER_FOLKS S.A. incorporates by reference the following information in every digital certificate it 

issues: 

• Terms and conditions of the digital certificate. 

• Any other applicable certificate policy as may be stated on an issued CYBER_FOLKS S.A. 

certificate, including the location of this CPS. 

• The mandatory elements of the standard X.509v3. 

• Any non-mandatory but customized elements of the standard X.509v3. 

• Content of extensions and enhanced naming that are not fully expressed within a certificate. 

• Any other information that is indicated to be so in a field of a certificate. 

 

1.3. DISPLAYING LIABILITY LIMITATIONS AND WARRANTY DISCLAIMERS 
CYBER_FOLKS S.A. certificates may include a brief statement describing limitations of liability, 

limitations in the value of transactions to be accomplished, validation period, and intended purpose of 

the certificate and disclaimers of warranty that may apply. Subscribers must agree to CYBER_FOLKS 

S.A. Terms & Conditions before signing-up for a certificate. To communicate information 

CYBER_FOLKS S.A. may use: 

• An organizational unit attribute. 

• A CYBER_FOLKS S.A. standard resource qualifier to a certificate policy. 

• Proprietary or other vendors’ registered extensions. 

 

1.4. PUBLICATION OF CERTIFICATE REVOCATION DATA 
CYBER_FOLKS S.A. reserves its right to publish a CRL (Certificate Revocation List) as may be indicated. 

 

1.5. DUTY TO MONITOR THE ACCURACY OF SUBMITTED INFORMATION 
In all cases and for all types of CYBER_FOLKS S.A. certificates the Subscriber has a continuous 

obligation to monitor the accuracy of the submitted information and notify CYBER_FOLKS S.A. of any 

such changes. 
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1.6. PUBLICATION OF INFORMATION 
Published critical information may be updated from time to time as prescribed in this CPS. Such 

updates shall be indicated through appropriate version numbering and publication date on any new 

version. 

 

1.7. INTERFERENCE WITH CYBER_FOLKS S.A. IMPLEMENTATION 
Subscribers, relying parties and any other parties shall not interfere with, or reverse engineer the 

technical implementation of CYBER_FOLKS S.A. PKI services including the key generation process, the 

public web site and the CYBER_FOLKS S.A. repositories except as explicitly permitted by this CPS or 

upon prior written approval of CYBER_FOLKS S.A.. Failure to comply with this as a subscriber will result 

in the revocation of the Subscriber's Digital Certificate without further notice to the Subscriber and the 

Subscriber shall pay any Charges payable but that have not yet been paid under this Agreement. 

Failure to comply with this as a relying party will result in the termination of the agreement with the 

relying party, the removal of permission to use or access the CYBER_FOLKS S.A. repository and any 

Digital Certificate or Service provided by CYBER_FOLKS S.A.. 

 

1.8. STANDARDS 
CYBER_FOLKS S.A. assumes that user software that is claimed to be compliant with X.509v3 and other 

applicable standards enforces the requirements set out in this CPS. CYBER_FOLKS S.A. cannot warrant 

that such user software will support and enforce controls required by CYBER_FOLKS S.A., whilst the 

user should seek appropriate advice. 

 

1.9. CYBER_FOLKS S.A. PARTNERSHIP LIMITATIONS 
Partners of the CYBER_FOLKS S.A. network shall not undertake any actions that might imperil, put in 

doubt or reduce the trust associated with the CYBER_FOLKS S.A. products and services. CYBER_FOLKS 

S.A. partners shall specifically refrain from seeking partnerships with other root authorities or apply 

procedures originating from such authorities. Failure to comply with this will result in the termination 

of the agreement with the relying party, the removal of permission to use or access the CYBER_FOLKS 

S.A. repository and any Digital Certificate or Service provided by CYBER_FOLKS S.A.. 

 

1.10. CHOICE OF CRYPTOGRAPHIC METHODS 
Parties are solely responsible for having exercised independent judgment and employed adequate 

training in choosing security software, hardware, and encryption/digital signature algorithms, including 

their respective parameters, procedures, and techniques as well as PKI as a solution to their security 

requirements. 

 

1.11. RELIANCE ON UNVERIFIED DIGITAL SIGNATURES 
Parties relying on a digital certificate must verify a digital signature at all times by checking the validity 

of a digital certificate against the relevant CRL published by CYBER_FOLKS S.A.. Relying parties are 

alerted that an unverified digital signature cannot be assigned as a valid signature of the subscriber. 

Relying on an unverifiable digital signature may result in risks that the relying party, and not 

CYBER_FOLKS S.A., assume in whole. 

By means of this CPS, CYBER_FOLKS S.A. has adequately informed relying parties on the usage and 

validation of digital signatures through this CPS and other documentation published in its public 

repository available at https://www.certy_katyssl.pl/repository or by contacting via out of bands means 

via the contact address as specified in the Document Control section of this CPS. 

 

1.12. REJECTED CERTIFICATE APPLICATIONS 
The private key associated with a public key, which has been submitted as part of a rejected certificate 

application, may not under any circumstances be used to create a digital signature if the effect of the 



signature is to create conditions of reliance upon the rejected certificate. The private key may also not 

be resubmitted as part of any other certificate application. 

 

1.13. REFUSAL TO ISSUE A CERTIFICATE 
CYBER_FOLKS S.A. reserves its right to refuse to issue a certificate to any party as it sees fit, without 

incurring any liability or responsibility for any loss or expenses arising out of such refusal. 

CYBER_FOLKS S.A. reserves the right not to disclose reasons for such a refusal. 

 

1.14. SUBSCRIBER OBLIGATIONS 
Unless otherwise stated in this CPS, subscribers shall exclusively be responsible: 

• To minimize internal risk of private key compromise by ensuring adequate knowledge and 

training on PKI is provided internally. 

• To generate their own private / public key pair to be used in association with the certificate 

request submitted to CYBER_FOLKS S.A.. 

• Ensure that the public key submitted to CYBER_FOLKS S.A. corresponds with the private key 

used. 

• Ensure that the public key submitted to CYBER_FOLKS S.A. is the correct one. 

• Provide correct and accurate information in its communications with CYBER_FOLKS S.A.. 

• Alert CYBER_FOLKS S.A. if at any stage whilst the certificate is valid, any information originally 

submitted has changed since it had been submitted to CYBER_FOLKS S.A.. 

• Generate a new, secure key pair to be used in association with a certificate that it requests 

from CYBER_FOLKS S.A.. 

• Read, understand and agree with all terms and conditions in this CYBER_FOLKS S.A. CPS and 

associated policies published in the CYBER_FOLKS S.A. Repository at 

https://www.certy_katyssl.pl/repository. 

• Refrain from tampering with a CYBER_FOLKS S.A. certificate. 

• Use CYBER_FOLKS S.A. certificates for legal and authorized purposes in accordance with the 

suggested usages and practices in this CPS. 

• Cease using a CYBER_FOLKS S.A. certificate if any information in it becomes misleading 

obsolete or invalid. 

• Cease using a CYBER_FOLKS S.A. certificate if such certificate is expired and remove it from any 

applications and/or devices it has been installed on. 

• Refrain from using the subscriber’s private key corresponding to the public key in a 

CYBER_FOLKS S.A. issued certificate to issue end-entity digital certificates or subordinate CAs. 

• Make reasonable efforts to prevent the compromise, loss, disclosure, modification, or 

otherwise unauthorized use of the private key corresponding to the public key published in a 

CYBER_FOLKS S.A. certificate. 

• Request the revocation of a certificate in case of an occurrence that materially affects the 

integrity of a CYBER_FOLKS S.A. certificate. 

• For acts and omissions of partners and agents, they use to generate, retain, escrow, or destroy 

their private keys.  

 

1.15. REPRESENTATIONS BY SUBSCRIBER UPON ACCEPTANCE 
Upon accepting a certificate, the subscriber represents to CYBER_FOLKS S.A. and to relying parties that 

at the time of acceptance and until further notice: 

• Digital signatures created using the private key corresponding to the public key included in 

the certificate is the digital signature of the subscriber and the certificate has been accepted 

and is properly operational at the time the digital signature is created. 

• No unauthorized person has ever had access to the subscriber’s private key. 

• All representations made by the subscriber to CYBER_FOLKS S.A. regarding the information 

contained in the certificate are accurate and true. 



• All information contained in the certificate is accurate and true to the best of the subscriber’s 

knowledge or to the extent that the subscriber had notice of such information whilst the 

subscriber shall act promptly to notify CYBER_FOLKS S.A. of any material inaccuracies in such 

information. 

• The certificate is used exclusively for authorized and legal purposes, consistent with this CPS. 

• It will use a CYBER_FOLKS S.A. certificate only in conjunction with the entity named in the 

organization field of a digital certificate (if applicable). 

• The subscriber retains control of her private key, uses a trustworthy system, and takes 

reasonable precautions to prevent its loss, disclosure, modification, or unauthorized use. 

• The subscriber is an end-user subscriber and not a CA, and will not use the private key 

corresponding to any public key listed in the certificate for purposes of signing any certificate 

(or any other format of certified public key) or CRL, as a CA or otherwise, unless expressly 

agreed in writing between subscriber and CYBER_FOLKS S.A.. 

• The subscriber agrees with the terms and conditions of this CPS and other agreements and 

policy statements of CYBER_FOLKS S.A.. 

• The subscriber abides by the laws applicable in his/her country or territory including those 

related to intellectual property protection, viruses, accessing computer systems etc. 

• The subscriber complies with all export laws and regulations for dual usage goods as may be 

applicable. 

 

1.16. INDEMNITY BY SUBSCRIBER 
By accepting a certificate, the subscriber agrees to indemnify and hold CYBER_FOLKS S.A., as well as its 

agent(s) and contractors harmless from any acts or omissions resulting in liability, any loss or damage, 

and any suits and expenses of any kind, including reasonable attorneys’ fees, that CYBER_FOLKS S.A., 

and the above mentioned parties may incur, that are caused by the use or publication of a certificate, 

and that arises from: 

• Any false or misrepresented data supplied by the subscriber or agent(s). 

• Any failure of the subscriber to disclose a material fact, if the misrepresentation or omission 

was made negligently or with intent to deceive the CA, CYBER_FOLKS S.A., or any person 

receiving or relying on the certificate. 

• Failure to protect the subscriber's confidential data including their private key, or failure to 

take reasonable precautions necessary to prevent the compromise, loss, disclosure, 

modification, or unauthorized use of the subscriber’s confidential data. 

• Breaking any laws applicable in his/her country or territory including those related to 

intellectual property protection, viruses, accessing computer systems etc. 

 

1.17. OBLIGATIONS OF A RELYING PARTY 
A party relying on a CYBER_FOLKS S.A. certificate accepts that in order to reasonably rely on a 

CYBER_FOLKS S.A. certificate they must: 

• Minimize the risk of relying on a digital signature created by an invalid, revoked, expired or 

rejected certificate; 

• the relying party must have reasonably made the effort to acquire sufficient knowledge on 

using digital certificates and PKI. 

• Study the limitations to the usage of digital certificates and be aware through the Relying 

Party agreement the maximum value of the transactions that can be made using a 

CYBER_FOLKS S.A. digital certificate. 

• Read and agree with the terms of the CYBER_FOLKS S.A. CPS and relying party agreement. 

• Verify a CYBER_FOLKS S.A. certificate by referring to the relevant CRL and the CRLs of 

intermediate CA and root CA. 

• Trust a CYBER_FOLKS S.A. certificate only if it is valid and has not been revoked or has expired. 

• Rely on a CYBER_FOLKS S.A. certificate, only as may be reasonable under the circumstances 

listed in this section and other relevant sections of this CPS. 



 

1.18. LEGALITY OF INFORMATION 
Subscribers shall solely be responsible for the legality of the information they present for use in 

certificates issued under this CPS, in any jurisdiction in which such content may be used or viewed. 

 

1.19. SUBSCRIBER LIABILITY TO RELYING PARTIES 
Without limiting other subscriber obligations stated in this CPS, subscribers are liable for any 

misrepresentations they make in certificates to third parties that reasonably rely on the representations 

contained therein and have verified one or more digital signatures with the certificate. 

 

1.20. DUTY TO MONITOR AGENTS 
The subscriber shall control and be responsible for the data that an agent supplies to CYBER_FOLKS 

S.A.. The subscriber must promptly notify the issuer of any misrepresentations and omissions made by 

an agent. The duty of this article is continuous. 

 

1.21. USE OF AGENTS 
For certificates issued at the request of a subscriber's agent, both the agent and the subscriber shall 

jointly and severally indemnify CYBER_FOLKS S.A., and its agents and contractors. 

 

1.22. CONDITIONS OF USAGE OF THE CYBER_FOLKS S.A. REPOSITORY AND WEB 

SITE 
Parties (including subscribers and relying parties) accessing the CYBER_FOLKS S.A. Repository 

(https://www.certy_katyssl.pl/repository) and official web site(s) agree with the provisions of this CPS 

and any other conditions of usage that CYBER_FOLKS S.A. may make available. Parties demonstrate 

acceptance of the conditions of usage of the CPS by using a CYBER_FOLKS S.A. issued certificate. 

Failure to comply with the conditions of usage of the CYBER_FOLKS S.A. Repositories and web site may 

result in terminating the relationship between CYBER_FOLKS S.A. and the party. 

 

1.23. ACCURACY OF INFORMATION 
CYBER_FOLKS S.A., recognizing its trusted position, makes all reasonable efforts to ensure that parties 

accessing its Repositories receive accurate, updated and correct information. CYBER_FOLKS S.A., 

however, cannot accept any liability beyond the limits set in this CPS and the CYBER_FOLKS S.A. 

insurance policy. 

Failure to comply with the conditions of usage of the CYBER_FOLKS S.A. Repositories and web site may 

result in terminating the relationship between CYBER_FOLKS S.A. and the party. 

 

1.24. OBLIGATIONS OF CYBER_FOLKS S.A. 
To the extent specified in the relevant sections of the CPS, CYBER_FOLKS S.A. promises to: 

• Comply with this CPS and its internal or published policies and procedures. 

• Comply with applicable laws and regulations. 

• Provide infrastructure and certification services, including but not limited to the establishment 

and operation of the CYBER_FOLKS S.A. Repository and web site for the operation of PKI 

services. 

• Provide Trust mechanisms, including a key generation mechanism, key protection, and secret 

sharing procedures regarding its own infrastructure. 

• Provide prompt notice in case of compromise of its private key(s). 

• Provide and validate application procedures for the various types of certificates that it may 

make publicly available. 

• Issue digital certificates in accordance with this CPS and fulfil its obligations presented herein. 

• Publish accepted certificates in accordance with this CPS. 

• Provide support to subscribers and relying parties as described in this CPS. 



• Revoke certificates according to this CPS. 

• Provide for the expiration and renewal of certificates according to this CPS. 

• Make available a copy of this CPS and applicable policies to requesting parties. 

• Warrant the accuracy of information published on a Qualified Certificate issued pursuant to 

the requirements of the European Directive 99/93. 

• Warrant that the signatory held the private key at the time of issuance of a certificate issued 

pursuant to the requirements for Qualified Certificates as in the European Directive 99/93. 

The subscriber also acknowledges that CYBER_FOLKS S.A. has no further obligations under this CPS. 

 

1.25. FITNESS FOR A PARTICULAR PURPOSE 
CYBER_FOLKS S.A. disclaims all warranties and obligations of any type, including any warranty of 

fitness for a particular purpose, and any warranty of the accuracy of unverified information provided, 

save as contained herein and as cannot be excluded at law. 

 

1.26. OTHER WARRANTIES 
Except as it may have otherwise been stated in relation to Qualified Certificates issued pursuant to the 

requirements of the European Directive 99/93 Domeny.pl does not warrant: 

• The accuracy, authenticity, completeness or fitness of any unverified information contained in 

certificates or otherwise compiled, published, or disseminated by or on behalf of CYBER_FOLKS 

S.A. except as it may be stated in the relevant product description below in this CPS and in the 

CYBER_FOLKS S.A. insurance policy. 

• The accuracy, authenticity, completeness or fitness of any information contained in 

CYBER_FOLKS S.A. Personal certificates class 1, free, trial or demo certificates. 

• In addition, shall not incur liability for representations of information contained in a certificate 

except as it may be stated in the relevant product description in this CPS. 

• Does not warrant the quality, functions or performance of any software or hardware device. 

• Although CYBER_FOLKS S.A. is responsible for the revocation of a certificate, it cannot be held 

liable if it cannot execute it for reasons outside its own control. 

• The validity, completeness or availability of directories of certificates issued by a third party 

(including an agent) unless specifically stated by CYBER_FOLKS S.A.. 

 

1.27. NON-VERIFIED SUBSCRIBER INFORMATION 
Notwithstanding limitation warranties under the product section of this CPS, CYBER_FOLKS S.A. shall 

not be responsible for non-verified subscriber information submitted to CYBER_FOLKS S.A., or the 

CYBER_FOLKS S.A. directory or otherwise submitted with the intention to be included in a certificate, 

except as it may have otherwise been stated in relation to Qualified Certificates issued pursuant to the 

requirements of the European Directive 99/93. 

 

1.28. EXCLUSION OF CERTAIN ELEMENTS OF DAMAGES 
In no event (except for wilful misconduct) shall CYBER_FOLKS S.A. be liable for: 

• Any indirect, incidental or consequential damages. 

• Any loss of profits. 

• Any loss of data. 

• Any other indirect, consequential or punitive damages arising from or in connection with the 

use, delivery, license, performance or non-performance of certificates or digital signatures. 

• Any other transactions or services offered within the framework of this CPS. 

• Any other damages except for those due to reliance, on the information featured on a 

certificate, on the verified information in a certificate. 

• Any liability incurred in this case or any other case if the fault in this verified information is due 

to fraud or wilful misconduct of the applicant. Any liability that arises from the usage of a 

certificate that has not been issued or used in conformance with this CPS. 



• Any liability that arises from the usage of a certificate that is not valid. 

• Any liability that arises from usage of a certificate that exceeds the limitations in usage and 

value and transactions stated upon it or on the CPS. 

• Any liability that arises from security, usability, integrity of products, including hardware and 

software a subscriber uses. 

• Any liability that arises from compromise of a subscriber’s private key. 

CYBER_FOLKS S.A. does not limit or exclude liability for death or personal injury. 

 

1.29. CERTIFICATE INSURANCE PLAN 
The information concerning CYBER_FOLKS S.A. insurance plan pertaining to the digital certificates are 

available at certy_katyssl.pl. 

 

1.30. FINANCIAL LIMITATIONS ON CERTIFICATE USAGE 
CYBER_FOLKS S.A. certificates may only be used in connection with data transfer and transactions 

having a US dollar (US$) value no greater than the max transaction value associated with the certificate 

and detailed in the information available at certy_katyssl.pl. 

 

1.31. DAMAGE AND LOSS LIMITATIONS 
In no event (except for fraud or willful misconduct) will the aggregate liability of CYBER_FOLKS S.A. to 

all parties including without any limitation a subscriber, an applicant, a recipient, or a relying party for 

all digital signatures and transactions related to such certificate exceed the cumulative maximum 

liability for such certificate as stated in the CYBER_FOLKS S.A. insurance plan detailed at 

certyfikatyssl.pl. 

 

1.32. CONFLICT OF RULES 
When this CPS conflicts with other rules, guidelines, or contracts, this CPS, dated ________________, shall 

prevail and bind the subscriber and other parties except as to other contracts either if such effect 

stems from a binding statutory provision, or of these contracts are: 

• Predating the first public release of the present version of this CPS. 

• Expressly superseding this CPS for which such contract shall govern as to the parties thereto, 

and to the extent permitted by law. 

 

1.33. CYBER_FOLKS S.A. INTELLECTUAL PROPERTY RIGHTS 
CYBER_FOLKS S.A. or its partners or associates own all intellectual property rights associated with its 

databases, web sites, CYBER_FOLKS S.A. digital certificates and any other publication originating from 

CYBER_FOLKS S.A. including this CPS. These rights do not infringe the rights of third parties. 

 

1.34. INFRINGEMENT AND OTHER DAMAGING MATERIAL 
CYBER_FOLKS S.A. subscribers represent and warrant that when submitting to CYBER_FOLKS S.A. and 

using a domain and distinguished name (and all other certificate application information) they do not 

interfere with or infringe any rights of any third parties in any jurisdiction with respect to their 

trademarks, service marks, trade names, company names, or any other intellectual property right, and 

that they are not seeking to use the domain and distinguished names for any unlawful purpose, 

including, without limitation, tortious interference with contract or prospective business advantage, 

unfair competition, injuring the reputation of another, and confusing or misleading a person, whether 

natural or incorporated. 

Although CYBER_FOLKS S.A. will provide all reasonable assistance, certificate subscribers shall defend, 

indemnify, and hold CYBER_FOLKS S.A. harmless for any loss or damage resulting from any such 

interference or infringement and shall be responsible for defending all actions on behalf of 

CYBER_FOLKS S.A.. 

 



1.35. OWNERSHIP 
The issue of ownership of the certificates is regulated by the relevant positive law. 

 

1.36. GOVERNING LAW 
This CPS is governed by, and construed in accordance with Polish law. This choice of law is made to 

ensure uniform interpretation of this CPS, regardless of the place of residence or place of use of 

CYBER_FOLKS S.A. digital certificates or other products and services. Polish law applies in all 

CYBER_FOLKS S.A. commercial or contractual relationships in which this CPS may apply or quoted 

implicitly or explicitly in relation to CYBER_FOLKS S.A. products and services where CYBER_FOLKS S.A. 

acts as a provider, supplier, beneficiary receiver or otherwise. 

 

1.37. JURISDICTION 
Each party, including CYBER_FOLKS S.A. partners, subscribers and relying parties, irrevocably agrees 

that the courts of Poland have exclusive jurisdiction to hear and decide any suit, action or proceedings, 

and to settle any disputes, which may arise out of or in connection with this CPS or the provision of 

CYBER_FOLKS S.A. PKI services. 

 

1.38. DISPUTE RESOLUTION 
Before resorting to any dispute resolution mechanism including adjudication or any type of Alternative 

Dispute Resolution (including arbitration or mediation) parties agree to notify CYBER_FOLKS S.A. of the 

dispute with a view to seek dispute resolution. 

 

1.39. SUCCESSORS AND ASSIGNS 
This CPS shall be binding upon the successors, executors, heirs, representatives, administrators, and 

assigns, whether express, implied, or apparent, of the parties. The rights and obligations detailed in 

this CPS are assignable by the parties, by operation of law (including as a result of merger or a transfer 

of a controlling interest in voting securities) or otherwise, provided such assignment is undertaken 

consistent with this CPS articles on termination or cessation of operations, and provided that such 

assignment does not effect a novation of any other debts or obligations the assigning party owes to 

other parties at the time of such assignment. 

 

1.40. SEVERABILITY 
If any provision of this CPS or the application thereof, is for any reason and to any extent found to be 

invalid or unenforceable, the remainder of this CPS (and the application of the invalid or unenforceable 

provision to other persons or circumstances) shall be interpreted in such manner as to affect the 

original intention of the parties. Each and every provision of this CPS that provides for a limitation of 

liability, disclaimer of or limitation upon any warranties or other obligations, or exclusion of damages is 

intended to be severable and independent of any other provision and is to be enforced as such. 

 

1.41. INTERPRETATION 
This CPS shall be interpreted consistently within the boundaries of business customs, commercial 

reasonableness under the circumstances and intended usage of a product or service. In interpreting 

this CPS, parties shall also take into account the international scope and application of the services and 

products of Domeny.pl as well as the principle of good faith as it is applied in commercial transactions. 

The headings, subheadings, and other captions in this CPS are intended for convenience and reference 

only and shall not be used in interpreting, construing, or enforcing any of the provisions of this CPS. 

Appendices and definitions to this CPS are for all purposes an integral and binding part of the CPS. 

 

1.42. NO WAIVER 
This CPS shall be enforced as a whole, whilst failure by any person to enforce any provision of this CPS 

shall not be deemed a waiver of future enforcement of that or any other provision. 



 

1.43. NOTICES 
CYBER_FOLKS S.A. accepts notices related to this CPS by means of digitally signed messages or in 

paper form. Upon receipt of a valid, digitally signed acknowledgment of receipt from CYBER_FOLKS 

S.A., the sender of the notice shall deem their communication effective. The sender must receive such 

acknowledgment within five (5) days, or else written notice must then be sent in paper form through a 

courier service that confirms delivery or via certified or registered mail, postage prepaid, return receipt 

requested, addressed as follows: 

Certificate Policy Authority 

CYBER_FOLKS S.A. 

Franklina Roosevelta 22 

60-829 Poznań 

This CPS, related agreements and Certificate policies referenced within this document are available 

online at https://www.certy_katyssl.pl/repository. 

 

1.44. FEES 
CYBER_FOLKS S.A. charges Subscriber fees for some of the certificate services it o_ers, including 

issuance, renewal and reissues (in accordance with the CYBER_FOLKS S.A. Reissue Policy stated in 1.45 

of this CPS). Such fees are detailed on the official CYBER_FOLKS S.A. websites 

(https://www.certy_katyssl.pl). 

CYBER_FOLKS S.A. does not charge fees for the revocation of a certificate or for a Relying Party to 

check the validity status of a CYBER_FOLKS S.A. issued certificate using Certificate Revocation Lists. 

CYBER_FOLKS S.A. retains its right to affect changes to such fees. CYBER_FOLKS S.A. partners, including 

Resellers will be suitably advised of price amendments as detailed in the relevant partner agreements. 

 

1.45. REISSUE POLICY 
CYBER_FOLKS S.A. offers a 30-day reissue policy. During a 30-day period (beginning when a certificate 

is first issued) the Subscriber may request a reissue of their certificate and incur no further fees for the 

reissue. If details other than just the public key require amendment, CYBER_FOLKS S.A. reserves the 

right to revalidate the application in accordance with the validation processes detailed within this CPS. 

If the reissue request does not pass the validation process, Domeny.pl reserves the right to refuse the 

reissue application. Under such circumstances, the original certificate may be revoked and a refund 

provided to the applicant. CYBER_FOLKS S.A. is not obliged to reissue a certificate after the 30-day 

reissue policy period has expired. 

 

1.46. REFUND POLICY 
CYBER_FOLKS S.A. offers a 30-day refund policy. During a 30-day period (beginning when a certificate 

is first issued) the Subscriber may request a full refund for their certificate. Under such circumstances, 

the original certificate may be revoked and a refund provided to the applicant. CYBER_FOLKS S.A. is 

not obliged to refund a certificate after the 30-day reissue policy period has expired. 


